
 

 

 

 

Important Notice: Beware of Fraudulent Calls,  

Texts, and Emails! 

We have been made aware of a scam where individuals are 
spoofing our phone number and pretending to be North 
Georgia Credit Union employees. These scammers are 
contacting members via phone calls, texts, and emails, asking 
for personal information to complete fraudulent transactions. 

Please be advised: 

• Do not share any personal information over the phone, 
via text, or email. 

• North Georgia Credit Union will never ask for your 
personal information, passwords, or online banking 
details in an unsolicited call, text, or email. 

• If you receive a suspicious call, text, or email, do not 
respond. Contact us directly at any of our branches. 

If you have elderly family and friends, please make them 
aware of this scam so that they do not provide any personal 
information to scammers. 

Your security is our top priority. Stay vigilant and report any 
suspicious activity to us. 


